[bookmark: _Toc3199347][bookmark: _Toc41141557]δ: EngSoc Spaces
Preamble: The EngSoc Spaces policy is meant to define the physical spaces used by the Engineering Society and establish regulations for their governance and proper use. Additional managerial practices may be enacted by the Executive as they see fit, so long as they are not in conflict with this policy or its intent.
A. [bookmark: _Toc361134018][bookmark: _Toc41141558]General Practices
A.1 [bookmark: _Toc361134019]Authority
A.1.1 Subject to the authority of Council, the Vice-President (Operations) and the Director of Internal Processes shall be responsible for decision-making in all physical space issues.
A.2 [bookmark: _Toc361134020]Lounges
A.2.1 The Engineering Society shall manage lounge space in Beamish-Munro Hall and Clark Hall, for use by members of the Engineering Society.
A.2.2 These spaces shall be made as accessible and inclusive as possible at all times.
A.2.3 All groups making use of the lounges are responsible for leaving them in a clean state and not storing anything in the common space.
A.2.4 Improvements the student lounges are to be budgeted through the Engineering Society operating budget.
A.3 [bookmark: _Toc361134021]Offices
A.3.1 Office space is to be allocated by the Vice-President (Operations) and Director of Internal Processes as deemed necessary.
A.3.2 Groups using EngSoc office space will be charged rent according to their respective EngServe agreement, which must be signed by the Vice-President (Operations) and the manager, Director, or President of the group. 
A.3.3 The President, and the Vice-President (Operations),  and Director of Internal Processes shall have access to all offices.
A.4 [bookmark: _Toc361134022]Security 
A.4.1 All Engineering Society spaces, with the exception of areas used solely for storage, shall be alarmed.
A.4.2 The alarm system shall be maintained by the President and the Director of Internal Processes.
A.4.3 The President and the Director of Internal Processes will have access to alarm logs. The alarm logs will be checked once every 2 weeks and suspicious activity will be investigated. 
A.4.4 Alarm logs will remain confidential unless this information is requested by either campus security or the police.

